
 Organisat ion Funct ion  GDPR com pliance Responsibil i t y  

Com plet e 
Background 
Screening  (CBS)

- Wholesaler of online DBS   checking 
service 

- Registered ?umbrella body?   for the 
Disclosures and Barring Service in 
the UK 

- Counter signatory for DBS   checks 
- Owner of ?Map it and Go?   online 

DBS application system  

You are l ikely t o handle personal dat a, special  cat egory personal 
dat a and dat a relat ing t o cr im inal convict ions and of fences.    

  

You have a dut y t o com ply w it h GDPR in relat ion t o all personal 
dat a you process. This includes personal dat a you process for  
individuals refer red t o   you t hrough us via our  cust om ers.  

  

These dut ies include com plying w it h t he core pr inciples set  out  in 
ar t icle 5 of  GDPR. 

  

You w il l  need t o have syst em s and procedures in place t o com ply 
w it h t he pr inciples m ent ioned above. Som e of  t hese procedures 
w il l  involve: 

- Inform ing  individuals about  how  you process t heir    
personal dat a; 

- Inform ing t hem  of  t heir  r ight s under  t he dat a prot ect ion; 
- If  you are relying on consent  t o law fully   process ?special 

cat egory? of  personal dat a t hen you need explicit  consent    
which requires a very clear  and specif ic st at em ent  of  
consent . 

- Having proper  legal or  of f icial aut hor it y   before your  
process personal dat a relat ing t o t heir  cr im inal convict ions 
and  of fences. 



Vibrant  Nat ion - Retailer of online DBS checking 
service  

- Acquisition of clients requiring DBS 
services 

- Provision of account management 
and customer service provision for all 
aspects of the DBS application 
process (for clients and applicants) 

- Production of itemised billing for 
customer accounts  

- Generation of reports for customers 
for the purposes of statistical analysis 

You are l ikely t o handle personal dat a only.    

You have a dut y t o com ply w it h GDPR in relat ion t o all personal 
dat a you process. This includes personal dat a you process which 
is received f rom  Com plet e Background Screening and f rom  your  
cust om er .  

  

These dut ies include com plying w it h t he core pr inciples set  out  
in ar t icle 5 of  GDPR. 

  

You w il l  need t o have syst em s and procedures in place t o com ply 
w it h t he pr inciples m ent ioned above. Som e of  t hese procedures 
w il l  involve: 

- Inform ing individuals about  how  you process t heir  
personal dat a; and 

- Inform ing t hem  of  t heir  r ight s under  t he dat a prot ect ion. 



 Super  User  - A customer with multiple accounts 
- Able to view all applications with all 

the features   detailed in the 
Administrator access 

- Control ALL system users and their 
access, including IDVs 

- Create new accounts 
- Reset accounts passwords 
- View and contribute to audit trails 
- Extract management information 

 You are l ikely t o handle personal dat a, special cat egory personal 
dat a and dat a relat ing t o cr im inal convict ions and of fences.  

  

You have a dut y t o com ply w it h GDPR in relat ion t o all personal 
dat a you process. This includes personal dat a you process for  
individuals refer red t o   you t hrough us via our  cust om ers.  

  

These dut ies include com plying w it h t he core pr inciples set  out  
in ar t icle 5 of  GDPR. 

  

You w il l  need t o have syst em s and procedures in place t o com ply 
w it h t he pr inciples m ent ioned above. Som e of  t hese procedures 
w il l  involve: 

- Inform ing individuals about  how  you process t heir  
personal dat a; 

- Inform ing t hem  of  t heir  r ight s under  t he dat a prot ect ion; 
- If  you are relying on consent  t o law fully process ?special 

cat egory? of  personal dat a t hen you need explicit  consent  
which requires a very clear  and specif ic st at em ent  of  
consent . 

- Having proper  legal or  of f icial aut hor it y before your  
process personal dat a relat ing t o t heir  cr im inal convict ions 
and of fences. 



 Ident if icat ion 
Validat or  (IDV) 

-  An individual who can have   access 
to multiple accounts as authorised to 
do so by the super user e.g. there   
may be multiple accounts within the 
system, e.g. internal staff or clubs. 
The   IDV can access the accounts for 
which the super user has authorised 
them to   do so for the purpose of 
validating the ID of a DBS applicant.   

You are l ikely t o handle personal dat a, special cat egory personal 
dat a and dat a relat ing t o cr im inal convict ions and of fences.  

  

You have t o com ply w it h t he policies and procedures set  and in 
place f rom  t im e t o t im e, by your  organisat ion (t he Super  User ). 

 Adm inist rat or   - Receives log ins from Super User 
(Vibrant Nation) 

- Creates new applications 
- Tracks all applications 
- Views audit trails 
- Views real time results 
- Views printer friendly   summary 

screens 
- Receives notifications 

You are l ikely t o handle personal dat a, special cat egory personal 
dat a and dat a relat ing t o cr im inal convict ions and of fences.  

  

You have t o com ply w it h t he policies and procedures set  and in 
place f rom  t im e t o t im e by your  organisat ion. 

DBS Applicant  - Receives log in details via email and 

completes an online application form.  
- Submits to Administrator for checking, 

approval and submission. 
- Presents identity documentation to 

the IDV in order to complete the 
application process.  

You w il l  be handling your  own dat a and t he GDPR w il l  not  apply t o 

you. 

You need t o m ake sure you are aware of  your  r ight s under  t he 

GDPR before you provide your  personal dat a. 


